
 The U.S. Attorney’s Office for the District of New Jersey 

2021 Cybercrime Symposium 

May 18, 2021 
 

       

                           

 To Register: https://na.eventscloud.com/shl 
Registration Fee: $50  
Earn 5 CLE (PA) OR 6 CLE (NJ) 
 

AGENDA 

    8:30 - 9:15 Welcoming Remarks Rachael A. Honig, 
Acting U.S. Attorney for the  
District of New Jersey  
 
Mark McKevitt, Special Agent in Charge for 
the United States Secret Service, Newark 
Field Office 
 
George M. Crouch Jr., Special Agent in 
Charge for the Federal Bureau of 
Investigation, Newark Field Office 
 
Kathleen M. Boozang, 
Dean, Seton Hall Law School 

  9:15 – 10:15 Panel #1 
The Current Threat 
Landscape – A View from 
the Field 

Panelists on the front lines of cybercrime—
first responders, investigators, and 
prosecutors—will offer insight about the 
security weaknesses that cybercriminals 
exploit, how companies become targets, and 
how cybercriminals profit from their attacks.   

 10:15 – 10:30 Break  

 10:30 – 11:30 
 
 
 
 

A Ransomware TableTop 
Exercise 
 
 
 

A former prosecutor and current in-house 
cyber counsel will lead a group of cyber 
experts from private practice, forensics, and 
public relations as they grapple with a 
simulated ransomware attack.  



 

11:30 – 12:30 Panel #2 
Developments in Cyber 
Law and Regulation 

Scholars, regulators, and state law 
enforcement officers will highlight recent 
developments in cyber law and regulation 
and address their effect on civil liability, 
criminal process, data management, and 
security protocol.  

12:30 -1:20 Lunch  

1:30 – 2:30 Panel #3 
Supply Chain Attacks: 
Mitigating the Risk 

This panel of cybersecurity experts from the 
private sector, government, and leading law 
and accounting firms will explore the recent 
scourge of third-party- and vendor-initiated 
attacks and address how organizations can 
improve cyber security against supply chain 
threats.   

2:30 - 3:15 Inside the Mind of a 
Hacker 

Hear from an elite Russian cybercriminal and 
the former Assistant U.S. Attorney who 
prosecuted him.    

3:15 – 3:30 Break  

3:30 – 4:30 Panel #4 
After the Breach:  Working 
with Law Enforcement 

This panel will address private sector 
collaboration with law enforcement before 
and after cyberattacks.  Experienced law 
enforcement, legal counsel, and 
investigators will discuss commonly raised 
concerns and best practices for working 
together to confront the spectrum of threats 
that businesses face from malicious actors. 

 


